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Support the Replication of up to Four Files Concurrently per Backup Set  

AhsayCBS v8.3.6.0 (or above) can now replicate up to four files in each backup set 

concurrently, compared with previous versions of AhsayCBS (i.e. v7, v8, and pre-v8.3.6.0) which 

can only replicate one file per backup set. 

The maximum number of files that can be replicated for each backup set is fixed at four and 

cannot be configured by the user. 

  

 

Although the number of concurrent files has increased,  the actual replication performance 
will only increase if there is available network bandwidth and/or there is available hardware 
resources (i.e. CPU, memory, and disk I/O) on AhsayCBS backup server to support the 
additional load. 

 

  

 

For more details on the Replication, refer to Chapter 7 of the following guide: 

AhsayCBS v8 Administrator's Guide 

 

https://www.ahsay.com/
http://download.ahsay.com/support/document/v8/guide_cbs_admin_v8.pdf
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Upgraded Periodic Data Integrity Check (PDIC)  

From v8.3.6.0 onwards, the periodic data integrity check has been upgraded to provide 

clients with maximum security and integrity of backup data. 

The latest enhancement will include a check to identify and remove index files > 90 days old in 

backup destination(s) to free up additional storage. 

The new PDIC is capable to perform the following: 
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Updated Process of Periodic Data Integrity Check (PDIC) from v8.3.6.0 onwards 
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VMware vCenter/ESXi CBT Bug Identification Check 

To enhance critical notification to our customers using our VMware vCenter/ESXi backup 

solution, a VMware version check feature on each backup job has been added, as there is a 

known Changed Block Tracking (CBT) bug which exists on the following versions of VMware 

vCenter/ESXi: 

VMware vCenter/ESXi v5.0 VMware vCenter/ESXi v5.5 

VMware vCenter/ESXi v5.1 VMware vCenter/ESXi v6.0 

This known CBT bug can sometimes return incorrect changed sectors on a guest virtual 

machine during a VMware backup. As the CBT is used by the AhsayOBM for VDDK backup modes, 

it affects the integrity of both incremental and differential backups. 

  

 

For VMware vCenter/ESXi v5.0, v5.1, and v5.5, refer to https://kb.vmware.com/s/article/2090639. 

For VMware vCenter/ESXi v6.0, refer to https://kb.vmware.com/s/article/2136854. 

If a VMware VDDK mode backup is performed on any of the affected versions (i.e. v5.0, 

v5.1, v5.5 and v6.0), even if the VMware vCenter/ESXi was subsequently upgraded to a later 

version, AhsayOBM will not be able to restore the guest VMs due to the known CBT bug, even 

though all backup jobs are recorded as successful by the AhsayOBM. Furthermore, as it is a 

VMware bug, the Ahsay Periodic Data Integrity Check (PDIC) and Data Integrity Check (DIC) will 

not be able to detect this issue. 

As part of the backup job, AhsayOBM v8.3.6.0 (or above) will check the current VMware 

version to identify if it is affected by the CBT bug. If the VMware version detected is related to the 

affected version (i.e. v5.0, v5.1, v5.5 and v6.0), then the AhsayOBM will show a warning in the 

backup report indicating that the VMware host is affected by the CBT bug. 

 

 

 

 

 

 

 

https://www.ahsay.com/
https://kb.vmware.com/s/article/2090639
https://kb.vmware.com/s/article/2136854
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Backup Report Sample for a VMware ESXi 5.1.0 host with the affected version: 

 

The warning message will also indicate the VMware version or build no. which contains the fix for 

the CBT issue: 

VMware ESXi 5.1.0 build-1157734 is the current problematic version. The following patch needs 

to be applied: FixedBuildNo: 2323236.  

Current backup source includes ESXi server(s) which could sometimes 

return incorrect changed sectors (KB2090639). 

Please upgrade the following ESXi server(s) to the fixed build to 

avoid backup incorrect backup data: [Name:localhost.localdomain 

(VMware ESXi 5.1.0 build-1157734), FixedBuildNo:2323236]. Reference: 

VMware ESXi 5.0.x, 5.1.x and 5.5.x 

(https://kb.vmware.com/s/article/2090639) and VMware ESXi 6.0.x 

(https://kb.vmware.com/s/article/2136854) 

Resolution 

To resolve this problem, it is strongly recommended to perform the following: 

1. Apply the VMware patch or upgrade the VMware vCenter/ESXi. 

2. Perform a full backup of the affected guest VMs. 

  

 

Although AhsayOBM v8.3.4.0 (or above) no longer supports the creation of new VMware backup 
set for VMware vCenter/ESXi v5.0 and v5.1, however, backup sets which are upgraded from the 
previous versions are still supported with the following workaround applied: 

http://wiki.ahsay.com/doku.php?id=public:8082_issue:fail_to_connect_vm_disk_by_vddk_libra
ry_error_unknown. 

https://www.ahsay.com/
https://kb.vmware.com/s/article/2090639
https://kb.vmware.com/s/article/2136854
http://wiki.ahsay.com/doku.php?id=public:8082_issue:fail_to_connect_vm_disk_by_vddk_library_error_unknown
http://wiki.ahsay.com/doku.php?id=public:8082_issue:fail_to_connect_vm_disk_by_vddk_library_error_unknown
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Quick and Easy Multiple User and Item Selection in Office 365 Backup 

Sets 

On v7, v8 and pre-v.8.3.6.0, it is required to manually click every single user account when 

selecting users to back up using the Advanced Backup Source option in an Office 365 backup set. 

If the backup set contains a large number of users (e.g. 1000-5000 users), this procedure will be 

very time consuming and strict concentration is required to select or unselect these items 

individually. 

 On the v.8.3.6.0 (or above), a new shortcut function is added to the Advanced Backup 

Source option which provides user a quick and easy way to select or unselect a large number of 

user accounts at once. This shortcut is done by clicking the first item, scrolling down to the last 

item to be backed up, holding the Shift key, then clicking the last item to be backed up. By doing 

so, the items are selected simultaneously. 

 This function will enhance the creation and management of large Office 365 backup sets on 

both AhsayOBM and AhsayCBS web console for Run on Server (Agentless) backup sets. 

Example Scenario: Selecting large number of users 

The customer, AhsayCBS Administrator, or Managed Service Provider (MSP) would like to select 

150 user accounts for backup in an Office 365 organization which contains 500 user accounts. 

1. On the Advanced Backup Source window, select the first user to be backed up.  

 

 
2. Scroll down to the 150th user, then hold the                    key. 

3. Select the 150th user.  

4. All 150 users are now selected at once. 

5. Save and proceed to complete the backup set settings. 

https://www.ahsay.com/
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Example Scenario: Unselecting large number of users 

A backup set was previously created which has all 500 user accounts selected for backup. The 

customer, AhsayCBS Administrator, or Managed Service Provider (MSP) would like to reduce the 

users for backup and unselect the 250 user accounts in the backup set. 

1. On the Advanced Backup Source window, unselect the first user. 

 

 

2. Scroll down to the 250th user, then hold the                    key. 

3. Unselect the 250th user.  

4. The 1st to 250th users are now unselected at once. 

5. Save and proceed to complete the backup set settings. 

Aside from using the new shortcut function on users, it can also be used on selecting/unselecting 

multiple folders for backup (i.e. Public Folders and Site Collections). 
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Example Scenario: Selecting multiple folders for backup 

The customer, AhsayCBS Administrator, or Managed Service Provider (MSP) would like to select 

200 folders for backup in an Office 365 organization which contains 1000 public folders. 

1. On the Advanced Backup Source window, select the first folder. 

 

 

2. Scroll down to the 200th folder, then hold the                    key. 

3. Select the 200th folder.  

4. All 200 folders are now selected at once.  

5. Save and proceed to complete the backup set settings. 
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Office 365 Modern Authentication Support 

As part of Microsoft’s product roadmap for Office 365 to enhance overall security, the 

existing Basic Authentication which uses Office 365 login credentials (i.e. Username and 

Password) for client access requests will be phased out in favor of the more secure Modern 

Authentication. 

It is expected that by 2021, Microsoft will block all Office 365 login requests which uses 

Basic Authentication. As a result, any Office 365 backup sets that have not migrated to Modern 

Authentication will no longer be able to perform any backups and/or restores. 

To comply with this implementation: 

 Modern Authentication or Hybrid Authentication will be used on newly created Office 

365 backup sets starting AhsayCBS v8.3.6.0 (or above) 

 Existing Office 365 backup sets using Basic Authentication will need to migrate to either 

Modern Authentication or Hybrid Authentication 

 By second half of 2021, it will be a mandatory requirement for organizations still using 

Basic Authentication and Hybrid Authentication to migrate to Modern Authentication 

 

  

 

Modern Authentication with enabled security in Azure Active Directory (AD) will be 
made default if there is a zero-usage on any Office 365 organization by October 2020. 

https://www.ahsay.com/
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Requirements 

In order to use the Modern Authentication: 

 The Office 365 account used to authenticate the backup set is registered under a Global 

region: or 

 During the migration process, the Office 365 administration uses an account with Global 

Admin role to authenticate the migration 

As both Germany and China regions do not support Modern Authentication, these backup 

sets will continue to use the Basic Authentication. 

  

 

To assign the Office 365 account to a Global admin role, refer to the following guides: 

AhsayCBS v8 User's Guide 

AhsayOBM v8 Office 365 Backup & Restore Guide for Windows 
AhsayOBM v8 Office 365 Backup & Restore Guide for macOS 

AhsayACB v8 Office 365 Backup & Restore Guide for Windows 
AhsayACB v8 Office 365 Backup & Restore Guide for macOS 

Office 365 Authentication Migration 

 To ensure that no backup and restore issues will be encountered in the future, existing 

Office 365 backup sets are suggested to use the Modern Authentication starting v8.3.6.0 (or 

above). The migration is only done once per Office 365 user account. 

Migration Scenarios 

 Basic Authentication → Hybrid Authentication 

 Basic Authentication → Modern Authentication 

 using an ordinary Office 365 account 

 using an ordinary Office 365 account with Global Admin role 

Existing backup sets using Basic Authentication which are created prior to v8.3.6.0 (or above) 

can be migrated to Modern Authentication or Hybrid Authentication. However, the 

authentication type can no longer be reverted to Basic Authentication once the authentication 

process is complete. 

 

https://www.ahsay.com/
http://download.ahsay.com/support/document/v8/guide_cbs_user_v8.pdf
http://download.ahsay.com/support/document/v8/guide_obm_user_O365_win_v8.pdf
http://download.ahsay.com/support/document/v8/guide_obm_user_O365_mac_v8.pdf
http://download.ahsay.com/support/document/v8/guide_acb_user_O365_win_v8.pdf
http://download.ahsay.com/support/document/v8/guide_acb_user_O365_mac_v8.pdf
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After the upgrade to v8.3.6.0 (or above), the backup and restore process of existing Office 
365 backup sets still using Basic Authentication will not be affected during the transition 
period since Modern Authentication is not yet enforced by Microsoft. 

Limitations 

 Due to the limitations of Microsoft API, Modern Authentication does not fully support 

backup and restore of SharePoint Web Parts and Metadata. 

 Backup and restore of the features setting for SharePoint Site Collection and/or Personal 

Site on Office 365 backup sets using Modern Authentication is not supported 
Note: If the Office 365 backup set requires backup of SharePoint Site Collection and 

Personal Site, it is recommended to migrate or use the Hybrid Authentication as a 

temporary workaround until the Modern Authentication supports backup and 

restore of SharePoint Site Collection and Personal Site Metadata. 

 Office 365 backup sets using Modern Authentication cannot back up SharePoint .aspx 

version files. 

 Restore of some list settings (currently known as Survey Options on survey list) is not 

supported on Office 365 backup sets using Modern Authentication. 

 Backup of external content types (through the linkage from selected lists) is not supported 

on Office 365 backup sets using Modern Authentication. 

 Migration to Modern Authentication is not supported on an Office 365 account without a 

Global Admin role; or during the migration process, the Office 365 administration is not 

using an account with Global Admin role to authenticate the migration. 

How to check the current authentication in an Office 365 backup set? 

For AhsayOBM v8.3.6.0 (or above) 

 Basic Authentication 

If you click on the backup set and the following pop up authentication alert is displayed, 

then the backup set is using Basic Authentication. 

 
 

https://www.ahsay.com/


Datasheet 

www.ahsay.com AhsayCBS v8.3.6.0 – New Features Datasheet | 15 

 

 Hybrid Authentication 

If there is no pop up authentication alert and the following settings is configured on the 

Change settings, then the backup set is using Hybrid Authentication. 

 

Change settings: 

1. Both username and password exist 

2. Region is Global 
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 Modern Authentication  

If there is no pop up authentication alert and the following settings is configured on the 

Change settings, then the backup set is using Modern Authentication. 

 

Change settings: 

1. Username exists but with no password 

2. Region is Global 
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For AhsayCBS Run on Server (Agentless) v8.3.6.0 (or above) 

 Basic Authentication 

If you click on the backup set and the following pop up authentication alert is displayed, 

then the backup set is using Basic Authentication. 

 

 

 

 

 

https://www.ahsay.com/
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 Hybrid Authentication 

If there is no pop up authentication alert and the following settings is configured on the 

Change settings, then the backup set is using Hybrid Authentication. 

 

Change settings: 

1. Both username and password exist 

2. Region is Global 

 

https://www.ahsay.com/
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 Modern Authentication  

If there is no pop up authentication alert and the following settings is configured on the 

Change settings, then the backup set is using Modern Authentication. 

 

Change settings: 

1. Username exists but with no password 

2. Region is Global 

 

https://www.ahsay.com/
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How to migrate the authentication of an Office 365 backup set? 

In order to authorize the migration, the following criteria must be met: 

 When migrating to Modern Authentication, if the existing Office 365 backup set was 

created using an ordinary Office 365 account, an Office 365 account with Global Admin 

role must be used to log in their credentials to authorize the migration of authentication. 

 When migrating to Hybrid Authentication, any type of Office 365 account to authorize the 

migration of authentication can be used. 

  

 
Due to the current limitations with Microsoft API, Office 365 backup sets with SharePoint Site 
Collection and/or Personal Site is recommended to use Hybrid Authentication. 

Two types of Migration Scenarios:  

 Basic Authentication → Hybrid Authentication 

 Basic Authentication → Modern Authentication 

 using an ordinary Office 365 account 

 using an Office 365 account with Global Admin role 
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The following examples of Migration Scenarios are for AhsayOBM v8.3.6.0 (or above) running on 

Windows platform. 

Basic Authentication → Hybrid Authentication 

1. Log out all Office 365 account(s) on the default browser before starting the migration 

process. 

2. On the AhsayOBM main interface, click Backup Sets. 

 

3. Select the backup set that will be migrated to Hybrid Authentication. 

 

4. Select Continue. 

 

5. Click Authorize. 

 

6. Sign in your Office 365 account. 

https://www.ahsay.com/
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7. If MFA is enforced, enter the verification code sent to your mobile device, then click Verify.  

Otherwise, proceed to the next step. 

 

https://www.ahsay.com/
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The verification code will only be required if the MFA status of an Office 365 account is 
enforced. 

8. Copy and paste the authorization code to AhsayOBM, then click OK to complete the 

migration. 

 

 

9. Office 365 backup set using Basic Authentication is now migrated to Hybrid 

Authentication. 
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Basic Authentication → Modern Authentication using an ordinary Office 365 

account 

1. Log out all Office 365 account(s) on the default browser before starting the migration 

process. 

2. On the AhsayOBM main interface, click Backup Sets. 

 

3. Select the backup set that will be migrated to Modern Authentication. 

 

4. Select Continue. 

 

5. Click Authorize. 

 

6. Ask your administrator to sign in using an Office 365 account with Global Admin role in 

order to migrate the backup set. 

https://www.ahsay.com/
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7. If MFA is enforced, enter the verification code sent to your mobile device, then click Verify. 

Otherwise, proceed to the next step. 
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The verification code will only be required if the MFA status of an Office 365 account is 
enforced. 

8. Copy and paste the authorization code to AhsayOBM, then click OK to proceed. 

 

 

9. Click Save to complete the migration. 

 

10. Office 365 backup set using Basic Authentication is now migrated to Modern 

Authentication. 

https://www.ahsay.com/
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Basic Authentication → Modern Authentication using an Office 365 account with 

Global Admin role 

1. Log out all Office 365 account(s) on the default browser before starting the migration 

process. 

2. On the AhsayOBM main interface, click Backup Sets. 

 

3. Select the backup set that will be migrated to Modern Authentication. 

 

4. Select Continue. 

 

5. Click Authorize. 

 

6. Sign in your Office 365 account with Global Admin role. 

https://www.ahsay.com/
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7. If MFA is enforced, enter the verification code sent to your mobile device, then click Verify.  

Otherwise, proceed to the next step. 
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The verification code will only be required if the MFA status of an Office 365 account is 
enforced. 

8. Copy and paste the authorization code to AhsayOBM, then click OK to proceed. 

 

 

9. Click Save to complete the migration. 

 

10. Office 365 backup set using Basic Authentication is now migrated to Modern 

Authentication. 
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How to change the authentication of an existing Office 365 backup set? 

Once upgraded to v8.3.6.0 (or above), all newly created Office 365 backup sets are 

automatically configured to use Modern Authentication. However, due to limitations with 

Microsoft API, Office 365 backup sets with Personal Sites and/or SharePoint Sites selected for 

backup is not supported using Modern Authentication. Therefore, for Office 365 backup sets which 

require backup of Personal Sites and/or SharePoint Sites, an authentication change from Modern 

Authentication to Hybrid Authentication is needed as a solution. 

  

 

For the complete list of backup and restore limitations using Modern Authentication, refer to 
Limitations. 

When backup and restore of SharePoint Web Parts and Metadata is fully supported using 

Modern Authentication, Office 365 backup sets using Hybrid Authentication can be changed back 

to Modern Authentication. 

Two types of authentication change:  

 Modern Authentication → Hybrid Authentication 

 Hybrid Authentication → Modern Authentication 

The following steps will show how to change the authentication of an existing Office 365 backup 

set on AhsayOBM and AhsayCBS Run on Server (Agentless) v8.3.6.0 (or above). 

 AhsayOBM v8.3.6.0 (or above) 

 Modern Authentication → Hybrid Authentication 

 Hybrid Authentication → Modern Authentication 

 AhsayCBS Run on Server (Agentless) v8.3.6.0 (or above) 

 Modern Authentication → Hybrid Authentication 

 Hybrid Authentication → Modern Authentication 
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For AhsayOBM v8.3.6.0 (or above) 

Modern Authentication → Hybrid Authentication 

1. Log out all Office 365 account(s) on the default browser before starting the authentication 

change of the backup set.  

2. In the AhsayOBM main interface, click Backup Sets. 

  

3. Select the backup set that you want to change to Hybrid Authentication. 

 

4. In the Backup Set Settings, click Change settings under the Office 365 screen. 
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5. In the Office 365 credentials page, input the Office 365 login account and password then 

click Next. 

 

6. Click Authorize to start the authentication change process. 

 

7. Sign in to your account. 
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8. If MFA is enforced, enter the verification code sent to your mobile device and click Verify.  

Otherwise, proceed to the next step.  

 

  

 
The verification code will only be required if the MFA status of an Office 365 account is 
enforced. 
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9. Copy and paste the authorization code to AhsayOBM, then click OK to proceed. 

 

 

10. Click Save to finish the authentication change of the backup set.  
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Hybrid Authentication → Modern Authentication 

1. Log out all Office 365 account(s) on the default browser before starting the authentication 

change of the backup set. 

2. In the AhsayOBM main interface, click Backup Sets. 

 

3. Select the backup set that you want to change to Modern Authentication. 

  

4. In the Backup Set Settings, click Change settings under the Office 365 screen. 
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5. In the Office 365 credentials page, remove the Account password then click Next. 

 

6. Click I understand the limitation and confirm to proceed. 

 

7. Click Authorize to start the authentication change process. 

 

8. Sign in to your account. 
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9. If MFA is enforced, enter the verification code sent to your mobile device and click Verify.  

Otherwise, proceed to the next step.  
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The verification code will only be required if the MFA status of an Office 365 account is 
enforced. 

10. Copy and paste the authorization code to AhsayOBM, then click OK to proceed. 

 

 

11. Click Save to finish the authentication change of the backup set. 
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For AhsayCBS Run on Server (Agentless) v8.3.6.0 (or above) 

Modern Authentication → Hybrid Authentication 

1. Log out all Office 365 account(s) on the default browser before starting the authentication 

change of the backup set. 

2. Log in to AhsayCBS User Web Console. 

3. Once logged in, click the User icon on the landing page. 

 

4. On the Backup Set menu, click the backup set that you want to change to Hybrid 

Authentication.

 

5. In the Backup Set Settings, click Change settings under the Office 365 screen. 
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6. In the Office 365 credentials page, input the Office 365 login account and password then 

click  to proceed. 

 

7. Click Authorize to start the authentication change process. 
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8. Sign in to your account. 

 

 

9. If MFA is enforced, enter the verification code sent to your mobile device and click Verify.  

Otherwise, proceed to the next step. 
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The verification code will only be required if the MFA status of an Office 365 account is 
enforced. 

10. Copy and paste the authorization code to AhsayCBS, then click OK to proceed. 
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11. Click Save to finish the authentication change of the backup set. 
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Hybrid Authentication → Modern Authentication 

1. Log out all Office 365 account(s) on the default browser before starting the authentication 

change of the backup set. 

2. Log in to AhsayCBS User Web Console. 

3. Once logged in, click the User icon on the landing page. 

 

4. On the Backup Set menu, click the backup set that you want to change to Modern 

Authentication.
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5. In the Backup Set Settings, click Change settings under the Office 365 screen. 

 

6. In the Office 365 credentials page, remove the Account password then click  to proceed. 
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7. Click I understand the limitation and confirm to proceed. 

 

8. Click Authorize to start the authentication change process. 

 

9. Sign in to your account. 
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10. If MFA is enforced, enter the verification code sent to your mobile device and click Verify.  

Otherwise, proceed to the next step. 

 

  

 
The verification code will only be required if the MFA status of an Office 365 account is 
enforced. 
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12. Copy and paste the authorization code to AhsayCBS, then click OK to proceed. 

 

  

13. Click Save to finish the authentication change of the backup set. 
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FAQs Office 365 Modern Authentication Support 

What are the affected versions? 

 AhsayCBS v7.9.2.0 to v7.17.x and v8.1.x to v8.3.4.x 

 AhsayOBM v7.9.2.0 to v7.17.x and v8.1.x to v8.3.4.x 

 AhsayACB v7.9.2.0 to v7.17.x and v8.1.x to v8.3.4.x 

Does this issue affect my customers? 

 This issue will only affect customers with Office 365 backup sets running on AhsayCBS Run 

on Server (Agentless), and/or on AhsayOBM/AhsayACB which were created on a pre-

v8.3.6.0 version (i.e. v7.9.2.0 to v7.17.x and v8.1.x to v8.3.4.x). If customers are are not 

upgraded to v8.3.6.0 (or above), their Office 365 backups will stop working when the Basic 

(legacy) Authentication support is removed by Microsoft. 

Please refer to the latest Microsoft update for further details: 

https://techcommunity.microsoft.com/t5/exchange-team-blog/basic-authentication-and-

exchange-online-july-update/bc-p/1564199 

What action do I need to take to fix this problem? 

 Partners are strongly advised to: 

 Upgrade to AhsayCBS or AhsayOBM/AhsayACB v8.3.6.0 (or above). 

 Perform a one-time Authentication migration. 

If your current version is not AhsayCBS v8.3.6.0 (or above), please refer to the following 

KB articles for upgrade instructions: 

For Windows/Linux/FreeBSD 

http://wiki.ahsay.com/doku.php?id=public:8009_faq:how_to_install_the_latest_patch_set

_for_ahsaycns 

For AhsayUBS 

http://wiki.ahsay.com/doku.php?id=public:8026_faq:how_to_install_the_latest_patch_set

_for_ahsayubs 
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How to perform a one-time authentication migration? 

Please refer to the following instructions for further details. 

 AhsayCBS Run on Server (Agentless) Backup 

Refer to Appendix H of our AhsayCBS Office 365 Run on Server (Agentless) Backup and 

Restore Guide 

http://download.ahsay.com/support/document/v8/guide_cbs_user_O365_v8.pdf 

 AhsayOBM on Windows 

Refer to Appendix K of our AhsayOBM Office 365 Backup & Restore Guide for Windows 

http://download.ahsay.com/support/document/v8/guide_obm_user_O365_win_v8.pdf 

 AhsayOBM on macOS 

Refer to Appendix K of our AhsayOBM Office 365 Backup & Restore Guide for macOS 

http://download.ahsay.com/support/document/v8/guide_obm_user_O365_mac_v8.pdf 

 AhsayACB on Windows 

Refer to Appendix G of our AhsayACB Office 365 Backup & Restore Guide for Windows 

http://download.ahsay.com/support/document/v8/guide_acb_user_O365_win_v8.pdf 

 AhsayACB on macOS 

Refer to Appendix G of our AhsayACB Office 365 Backup & Restore Guide for Windows 

http://download.ahsay.com/support/document/v8/guide_acb_user_O365_mac_v8.pdf 

How to perform an authentication change of an existing Office 365 backup set? 

Please refer to the following instructions for further details. 

 AhsayCBS Run on Server (Agentless) Backup 

Refer to Appendix I of our AhsayCBS Office 365 Run on Server (Agentless) Backup and 

Restore Guide 

http://download.ahsay.com/support/document/v8/guide_cbs_user_O365_v8.pdf 

 AhsayOBM on Windows 

Refer to Appendix L of our AhsayOBM Office 365 Backup & Restore Guide for Windows 

http://download.ahsay.com/support/document/v8/guide_obm_user_O365_win_v8.pdf 

 AhsayOBM on macOS 

Refer to Appendix L of our AhsayOBM Office 365 Backup & Restore Guide for macOS 

http://download.ahsay.com/support/document/v8/guide_obm_user_O365_mac_v8.pdf 

 AhsayACB on Windows 

Refer to Appendix H of our AhsayACB Office 365 Backup & Restore Guide for Windows 

http://download.ahsay.com/support/document/v8/guide_acb_user_O365_win_v8.pdf 
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 AhsayACB on macOS 

Refer to Appendix H of our AhsayACB Office 365 Backup & Restore Guide for Windows 

http://download.ahsay.com/support/document/v8/guide_acb_user_O365_mac_v8.pdf 

What if my maintenance has already expired? How do I upgrade? 

 Stop! Do not upgrade until you contact a member of our Sales team sales-kb@ahsay.com 

for assistance with your maintenance renewal. 

What if I require assistance with my AhsayCBS server upgrade? 

 Our professional service team is ready to provide immediate assistance to partners with 

AhsayCBS v7 and AhsayCBS v8 upgrades. 

Please contact a member of our Sales team sales-kb@ahsay.com to obtain a quotation for 

the AhsayCBS upgrade service. 
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